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Abstract

After we published our ECCC report, we were made aware about a recent work of Harnik
et al. [1] that predates ours. Although the construction in our report is very similar to the
construction sketched in [1], there is a subtle difference in the definitions: while we declare that
the constructed cryptosystem C is complete in a common complexity-theoretical sense (that is,
the break of any cryptosystem efficiently reduces to the break of C), Harnik et al. only state
the fact that C is secure if and only if there exists a secure cryptosystem, in particular, the
construction of the reduction is missing.

This difference in the definitions, however, does not affect the construction of the cryptosys-
tem.
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